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PECB Certified Cybersecurity 
Foundation 

 

Seznamte se se základními pojmy a pokyny pro management kybernetické bezpečnosti. 
 
 

Proč byste měli absolvovat tento kurz? 
Protože kybernetických hrozeb stále přibývá, hledají organizace po celém světě odborníky, kteří dobře 

znají zásady a koncepty kybernetické bezpečnosti. Vzdělávací kurz PECB Cybersecurity Foundation 

přímo reaguje na tuto poptávku a vybavuje účastníky potřebnými znalostmi, aby se mohli aktivně 

podílet na zavádění a řízení robustních programů kybernetické bezpečnosti. 

 

Vzdělávací kurz PECB Cybersecurity Foundation zahrnuje základní koncepty související s 

implementací programů kybernetické bezpečnosti, mechanismy útoků, opatřeními ke zmírnění 

hrozeb, managementem rizik, osvědčenými postupy reakce na incidenty a zásadami a postupy sdílení 

a koordinace informací. Získáním komplexního porozumění těmto aspektům získají účastníci potřebné 

kompetence k efektivní účasti na projektech správy kybernetické bezpečnosti. 
 

 
Komu je kurz určen? 
• Manažery a konzultanty, kteří si chtějí rozšířit své znalosti v oblasti kybernetické bezpečnosti 

• Odborníky, kteří se chtějí seznámit s osvědčenými postupy v oblasti řízení kybernetické bezpečnosti 

• Osoby odpovědné za provádění činností v oblasti kybernetické bezpečnosti ve své organizaci 

• Osoby, které mají zájem o kariéru v oblasti kybernetické bezpečnosti 
 

 
Cíle vzdělávání 
• Vysvětlit základní pojmy a principy kybernetické bezpečnosti 

• Identifikovat hlavní normy a rámce pro kybernetickou bezpečnost, například ISO/IEC 

27032 a NIST Cybersecurity Framework 

• Vysvětlit přístupy, metody a techniky pro zajištění kybernetické bezpečnosti 
 
 

 
 
 

 
DÉLKA 
KURZU 

 

2 dny 

 
 

ZKOUŠKA 

 
DÉLKA 

ZKOUŠKY 
 

1 hod. 

 
OPRAVA 

ZKOUŠKY 
 

zdarma 

Chcete se dozvědět více? Kontaktujte nás na adrese pecb@krucek.cz nebo navštivte www.krucek.cz 
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http://www.krucek.cz/
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Obsah kurzu 
 

DEN 1 Úvod do základních pojmů kybernetické bezpečnosti 

 
DEN 2 Přístupy k programu kybernetické bezpečnosti a certifikační zkouška 

 

 
Školicí materiály 
Účastník obdrží školicí materiál obsahující více než 200 stran informací a praktických příkladů v 

elektronické formě prostřednictvím účtu PECB. Na prezenčním kurzu účastník obdrží také školicí 

materiály v tištěné formě. 
 

 
Zkouška 
Zkouška "PECB Cybersecurity Foundation" plně splňuje všechny požadavky programu PECB 

Examination and Certification Program (ECP). Pokrývá následující domény kompetencí: 

 
DOMÉNA 1 Základní principy a koncepty kybernetické bezpečnosti 

DOMÉNA 2 Program kybernetické bezpečnosti 

 
Zkouška se skládá ze 40 testových otázek s výběrem možných odpovědí (a, b, c) a je ve formě “closed 

book”, tzn. není možné používat žádné materiály. Zkouška trvá 1 hodinu a je možné ji skládat online 

nebo prezenčně. V případě nesložení zkoušky je možné ji zdarma opakovat do 12 měsíců.  
 

 

Certifikace 
 

Osvědčení Zkouška Profesní zkušenosti Zkušenosti z projektů 

PECB Certificate 
Holder in 
Cybersecurity 
Foundation 

PECB Cybersecurity 
Foundation exam 

 
Žádné 

 
Žádné 
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